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ABSTRACT 

 In earlier days all data was stored in files in the written format it is difficult to maintain and access 

the data. But nowadays due to the digital era data enlarged more. Guardium helps in maintaining, 

accessing, and protecting data.IBM Guardium tool for protecting sensitive data of a customer’s like 

Debit Card, Credit Card, CVV, Expiry Date, Aadhar, PAN, Passport, Insurance Id’s To restrict the 

permissions to the level1 and level2 employees of the company. To mask data with the special 

characters like $,&,* and we will make visible the last four digits to recognize the data. To restrict 

the commands entered by the employees and ensure the restriction of DDL, DML commands in a 

database. 
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1. Introduction 

The IBM Guardium item give a straightforward, vigorous psolution for forestalling information 

spills from Databases archives, assisting with guaranteeing the honesty of data in the server farm and 

robotizing consistence controls. The Guardium arrangement is intended for usability and 

adaptability. It will in general be set up for a lone Database or extraordinary numerous heterogeneous 

Databases arranged across the undertaking. 

These are the key functional areas of Guardium Database Security solution: 

• Vulnerability Assessment: This remembers finding known weaknesses for Database items, 

yet also providing complete visibility into complex Database infrastructures, detecting 

misconfigurations, assessing and mitigating risks. 

• Data Discovery and Classification: Despite the fact that grouping alone doesn't give any 

assurance, it serves as a crucial first step towards defining proper security policies for different data 

depending on its criticality and compliance requirements. 

• Data Protection: Guardium tends to Data encryption very still and on the way, Dynamic 

information concealing, and different advancements for safeguarding information uprightness and 

secrecy. 

• Monitoring and Analytics: this incorporates observing of database execution attributes and 

complete.monitoring is the process of observing system testing whether they functions correctly. 

Analytics is the process of turning data (usually behavioral data) into insight. 

Perceivability in all entrance and regulatory activities for each occurrence. Additionally, 

extraordinary continuous assessment, peculiarity distinguishing proof and security information and 

event the board (SIEM) joining can be given. 

• Audit and Compliance: This incorporates progressed evaluating instruments past local 

abilities, concentrated examining and revealing across different Database conditions, implementing 

detachment of obligations, and instruments supporting measurable investigation and consistence 
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reviews. 

• Performance and scalability: It's a significant prerequisite for all Database security answers 

for be ready to endure high loads, limit execution upward and support organizations in high-

accessibility designs. 

IBM Security Guardium gives the least complex, most IBM Security Guardium gives the least 

complex, most strong answer for guaranteeing the protection and honesty of believed data in your 

server farm and decreasing expenses via robotizing the whole consistence examining process in 

heterogeneous conditions. 

IBM's Security Guardium gives a basic method for mechanizing and bringing together consistence 

controls, even in topographically scattered multi-merchant conditions. It decreases consistence costs 

by giving: 

- Granular real-time policies that automatically detect suspicious actions, even those of 

insiders. 

- A protected incorporated data set vault containing a fine- grained review trail of all data set 

exercises across the endeavor, as well as significant record sharing exercises. 

- Adaptable work process computerization to produce consistence gives an account of a 

planned premise, appropriate them to oversight bunches for electronic sign-offs and speed increase 

and store the eventual outcomes of remediation practices in the document. 

- Automated instruments find and gathering data covered by consistence arranges so consistent 

plans and consistence work process by and large encompass required data. 

- Forensically solidified IBM Guardium Collector (apparatus) stores all information in the Audit 

Repository Database in scrambled and packed design for filing. 

 

2. Experimental Methods or Methodology 

 

Fig 1.Block Diagram 

The Guardium solution combines an appliance-based solution with light-weight software probes that 

are installed on database servers combined with an application code base that considers a profoundly 

thorough and adjustable arrangement of strategies to control and get corporate information bases. 

These combined mechanisms allow the Guardium solution to see not only traditional client server 

and web-based application communications, yet in addition dangers that could begin on data set 

servers- - empowering Guardium to make a move on all unapproved access endeavors. 

The Guardium arrangement can get and restrict assaults to an information base through checking of 

all data set passageways (nearby and remote). 
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The Guardium engineering is both organization based and have based through machines and 

programming tests individually. It consistently screens organization and servers for information base 

messages. The Guardium arrangement can be sent in an assortment of functional modes to give 

adaptability and complete inclusion to all information base traffic. 

VERIZON will have multiple Guardium collectors. Collectors send data to Guardium Aggregator on 

a scheduled basis. Aggregator allows Collectors to be dedicated to monitoring and policy 

enforcement tasks. 

 

3. Results and Discussion 

IBM Guardium protects our data and monetizes databases and it will help to count the number of 

queries and restrict the DDL and DML commands of the database. Sensitive data can be discovered 

using IBM, Masking policy, DDL and DML commands can be monetized. 

 
Fig. 2. Sensitive Discovery 

 

Fig. 3. Masking Policy 
 

 

CONCLUSION 

IBM Guardium tool for protecting sensitive data’s of a customer’s like Debit Card, Credit Card, 

CVV, Expiry Date, Aadhar, PAN, Passport, Insurance Id’s .To restrict the permissions to the level1 

and level2 employees of the company. To mask data with the special characters like $,&,* and we 

will make visible the last four digits to recognize the data. To restrict the commands entered by the 

employees and ensuring the restriction of DDL, DML commands in a database. 
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